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2 SAMMANFATTNING

Azets har av Svedala kommuns fortroendevalda revisorer och lekmannarevisorer fatt i uppdrag att
granska kommunens och bolagens beredskap och planering for att sdkerstalla kontinuitet i
verksamheter om kritiska it-sdkerhetshandelser skulle intraffa.

Syftet med granskningen har varit att bedéma om styrelser och ndmnder har sakerstallt en tillracklig
planering och samordning for att uppratthalla kontinuitet i verksamheten vid kritiska it-
sakerhetshandelser.

Var samlade bedomning utifran granskningens syfte dr att kommunstyrelsen, nimnderna och
bolagsstyrelserna inte har sdkerstillt en tillrdcklig planering och samordning for att uppratthalla
kontinuitet i verksamheten vid kritiska it-sdkerhetshandelser.

Beddmningen grundas i att det saknas etablerade metoder och arbetssatt for hur arbetet med
kontinuitetsplaner ska genomfdras. Inom vissa verksamhetsomraden pagar ett aktivt arbete med
kontinuitetsplanering, men det gérs med variation som kan bero pa att det saknas ett enhetligt
arbetssatt. Var bedomning ar att kommunstyrelsen utifran sitt 6vergripande ansvar for interna
sdkerhetsfragor behover kravstélla nivaer och genomférande av kontinuitetsplanering pa ett
tydligare satt.

Vidare gor vi bedomningen att det saknas en tillracklig analys och bedémning av prioriterade
systems eventuella behov om atgérder for att sdkerstalla redundans i det fall digitala
informationssystem och natverk inte ar tillgdngliga. Vi har identifierat att arbetet med manuella
rutiner kan starkas, dar det inom vissa verksamheter saknas dokumenterade rutiner for att bibehalla
verksamhet vid ett eventuellt it-avbrott.

Da bolagen saknar krav pa kontinuitetshantering mot bakgrund av att de inte bedriver samhallsviktig
verksamhet, ar var bedomning att bolaget bor gora en riskbedomning och analys avseende vilket
behov av kontinuitetsplanering som bolagen ar i behov av. Detta for att kunna sdkerstélla att
bolagets verksamhet kan fortga vid ett eventuellt avbrott.

| kommunens informationssdkerhetspolicy finns krav pa samtliga verksamheters
kontinuitetsplanering, dar arbetet inte har genomforts i tillracklig utstrackning vilket vare sig namnd
eller styrelser har uppmarksammat genom uppféljning. Vi konstaterar dven att det finns behov av att
tydliggora i vilken form det ar lampligt att de fortroendevalda ar involverade i uppfoljning och
rapportering av kontinuitetsplaneringen.

| det foljande redovisas samlad bedémning av revisionsfraga per revisionsobjekt.

Page 3 of 18



Granskning av kontinuitetshantering it-sakerhetshandelse | Azets

Nej Endast delvis | allt véasentligt Ja

. -

Finns tydliggjorda krav eller forvantningar avseende kontinuitetshantering och hur denna ska genomféras?

Kommunstyrelsen Endast delvis
Tekniska namnden Endast delvis
Socialndmnden Endast delvis
Utbildningsnamnden Endast delvis
Bostads AB Svedalahem Endast delvis
Svedala Exploaterings AB Endast delvis

Finns dokumenterade kontinuitetsplaner eller motsvarande underlag och inkluderar dessa planering

utifran risk for it-sékerhetshandelse?

Kommunstyrelsen Nej
Tekniska namnden Nej
Socialndmnden Nej
Utbildningsnamnden Nej
Bostads AB Svedalahem Nej
Svedala Exploaterings AB Nej

Har atgarder vidtagits for att ha redundans om digitala informationssystem och natverk inte ar

tillgangliga?

Kommunstyrelsen Endast delvis
Tekniska ndmnden Nej
Socialndmnden Nej
Utbildningsndmnden Nej
Bostads AB Svedalahem Nej
Svedala Exploaterings AB Nej
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Finns dokumenterade och etablerade reservrutiner (ex. manuella arbetssatt) for hur verksamheten ska

fortgd utan tillgang till digitala informationssystem och natverk?

Kommunstyrelsen Nej
Tekniska ndmnden Endast delvis
Socialndamnden Endast delvis
Utbildningsnamnden Nej
Bostads AB Svedalahem Nej
Svedala Exploaterings AB Nej

Har 6vningar genomforts for att utvardera kontinuitetsplaner och tillhérande rutiner?

Kommunstyrelsen Nej
Tekniska ndmnden Nej
Socialndmnden Nej
Utbildningsnamnden Nej
Bostads AB Svedalahem Nej
Svedala Exploaterings AB Nej

Har nuvarande kontinuitetshantering och planer féljts upp av styrelsen/namnden for att sdkerstélla att det

finns en andamalsenlig planering?

Kommunstyrelsen Nej
Tekniska ndmnden Nej
Socialndmnden Nej
Utbildningsnamnden Nej
Bostads AB Svedalahem Nej
Svedala Exploaterings AB Nej

For ndrmare beskrivning av bakgrunden till vdra bedémningar hénvisar vi till respektive avsnitt i
revisionsrapporten.

Utifran resultatet av var granskning rekommenderar vi kommunstyrelsen att:
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Sakerstalla tydliga riktlinjer och kravnivaer for kontinuitetsarbete inom kommunkoncernen.

Uppratta och besluta om verksamhetsovergripande kontinuitetsplan eller pa niva for
verksamhet som beddéms lamplig.

Sakerstalla att kritiska beroenden till informationssystem beaktas i den egna verksamhetens
kontinuitetsplanering.

Tillse att 6vningar genomfors i syfte att sdkerstalla att kontinuitetsplaneringen for it-avbrott
ar tillracklig.

Tillse att atgardsplanering genomférs och baseras pa aktuell informationsklassning och
riskbedémning for informationstillgangar som styrelsen ansvarar for.

Utvardera behov av intern jourverksamhet for it-verksamheten i forhallande till de
samhallsviktiga verksamheternas behov.

Faststalla former for hur kontinuitetsplaneringen ska féljas upp for att tillgodose att
verksamheter fungerar tillfredsstallande om kritiska it-sakerhetshandelser intraffar.

Folja upp kontinuitetsplaneringen for kritiska it-sakerhetshandelser i de egna
verksamheterna enligt en beslutad kommunoévergripande systematik.

Sakerstalla att bolagen inkluderas i det koncerndvergripande arbetet utifran behov.

Utifran resultatet av var granskning rekommenderar vi socialndmnden, tekniska nimnden samt
utbildningsndmnden att:

Uppréatta och besluta om verksamhetsoévergripande kontinuitetsplan eller pa niva for
verksamhet som beddéms lamplig.

Sakerstalla att kritiska beroenden till informationssystem beaktas i den egna verksamhetens
kontinuitetsplanering.

Tillse att atgardsplanering genomfdrs och baseras pa informationsklassning och
riskbedomning fér informationstillgangar som ndmnden ansvarar for.

Sakerstalla att SLA etableras med grund i aktuella analyser och riskbedémningar 6ver
tillganglighetsbehov.

Sakerstalla att reservrutiner i form av manuella arbetssatt upprattas och testas sa att de
fungerar i enlighet med férvantan.

Tillse att 6vningar genomfors i syfte att sdkerstalla att kontinuitetsplaneringen for it-avbrott
ar tillracklig.

Faststalla former for hur kontinuitetsplaneringen ska féljas upp for att tillgodose att
verksamheter fungerar tillfredstallande om kritiska it-sakerhetshandelser intraffar

Etablera en dialog med 6vriga verksamhetsomraden och bolag sa att kritiska beroenden
mellan verksamheter kan omhéandertas pa ett samordnat och effektivt satt.

Utifran resultatet av var granskning rekommenderar vi Bostads AB Svedalahem och Svedala
Exploaterings AB att:

Utifran riskbeddmning och analys gora en bedomning 6ver behovet av kontinuitetsplaner.

Sakerstalla att reservrutiner i form av manuella arbetssatt upprattas och testas sa att de
fungerar i enlighet med forvantan.
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— Sakerstalla att bolagen inkluderas i det koncerndvergripande arbetet utifran behov.
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3 BAKGRUND

Azets har av Svedala kommuns fortroendevalda revisorer och lekmannarevisorer fatt i uppdrag att
granska kommunens och bolagens beredskap och planering for att sdkerstalla kontinuitet i
verksamheter om kritiska it-sdkerhetshandelser skulle intraffa. Uppdraget ingar i revisionsplanen for
ar 2025.

Inom ramen fér det kommunala atagandet finns en rad samhallsviktiga funktioner knutna till it- och
informationssystem. Dessa funktioner behdver fungera varje dag aven om incidenter intraffar och
det for verksamheten ar ett sa kallat onormalt lage. Om de inte fungerar kan det leda till skada for
saval enskilda individer som samhallet i stort.

Med samhallsviktig verksamhet avses verksamhet, tjanst eller infrastruktur som uppréatthaller eller
sdakerstaller samhallsfunktioner som ar nédvandiga for samhallets grundlaggande behov, varden
eller sdkerhet. Ett flertal av dessa aterfinns i kommunal sektor; dricksvatten, el, fjarrvarme, energi,
avfall samt kommunal hélso- och sjukvard.

Den 1 augusti 2025 férvéantas tva nya lagar trdda i kraft i Sverige:

— Lag om motstandskraft hos kritiska verksamhetsutévare
Med utgangspunkt fran CER?-direktivet beslutat av EU. Direktivet staller krav pa atgarder for
att starka motstandskraften i viss samhallsviktig verksamhet.

— Cybersdkerhetslagen
Med utgangspunkt fran NIS32-direktivet beslutat av EU. Direktivet syftar till att uppnd en hog
gemensam cybersdkerhetsniva i hela unionen. Jamfoért med nuvarande NIS-reglering
kommer tydligare krav stéllas pa bland annat riskanalyser och olika sékerhetsatgéarder.

Ett flertal offentliga organisationer har under de senaste aren utsatts for cyberattacker med stora
konsekvenser som foljd. Exempelvis har skyddsvard information forlorats eller rojts till obehériga,
eller sa har bristande hantering lett till att organisationer drabbats av ekonomisk skada eller
fortroendeskada. Det 6kande beroendet till it- och informationssystem leder till att ett bortfall av
dessa kritiska tillgdngar far storre konsekvenser an tidigare. | det arbetet kravs val genomarbetade,
forankrade och testade kontinuitetsplaner for att uppratthalla verksamheterna vid sadana
handelser.

Revisorerna och lekmannarevisorerna ser risk att de negativa konsekvenserna vid en extraordinar
handelse eller annan kris kan bli betydande om det inte finns &ndamalsenlig kontinuitetsplanering.
Revisorerna drar darfor slutsatsen att arbetet med kontinuitetshantering och rutiner behéver
granskas.

4 SYFTE OCH REVISIONSFRAGOR

Granskningen har syftat till att bedéma om kommunstyrelsen, socialndmnden, tekniska ndmnden,
utbildningsnamnden samt Bostads AB Svedalahem och Svedala Exploaterings AB har sakerstallt en
tillracklig planering och samordning for att uppratthalla kontinuitet i verksamheten vid kritiska it-
sdkerhetshandelser.

1 Enligt regeringens tidsplan vid tid fér projektplanens upprattande.
2 Directive on the resilience of critical entities
3 The Directive on Security of Network and Information Systems

Page 8 of 18



Granskning av kontinuitetshantering it-sakerhetshdandelse | Azets

Granskningen har besvarat féljande revisionsfragor:

- Finns tydliggjorda krav eller forvantningar avseende kontinuitetshantering och hur denna
ska genomforas?

- Finns dokumenterade kontinuitetsplaner eller motsvarande underlag och inkluderar dessa
planering utifran risk for it-sakerhetshandelse?

- Har atgérder vidtagits for att ha redundans om digitala informationssystem och natverk inte
ar tillgangliga?

- Finns dokumenterade och etablerade reservrutiner (ex. manuella arbetssatt) for hur
verksamheten ska fortga utan tillgang till digitala informationssystem och natverk?

- Har ovningar genomforts for att utvardera kontinuitetsplaner och tillhérande rutiner?

- Har nuvarande kontinuitetshantering och planer foljts upp av styrelsen/ndamnden for att
sakerstalla att det finns en dndamalsenlig planering?

5 AVGRANSNING

Granskningen har avsett kontinuitetsplanering och beredskap ur perspektivet it-, informations- och
cybersakerhet.

Granskningen har avsett kommunstyrelsen, socialndmnden, tekniska namnden, utbildningsndmnden
samt bolagsstyrelserna for de kommunala bolagen Bostads AB Svedalahem och Svedala
Exploaterings AB.

6 REVISIONSKRITERIER

Granskningen har utgatt fran nedanstaende revisionskriterier:

- Kommunallagen (2017:725)
- Aktiebolagslagen

- Lag (2006:544) om kommuners och landstings atgarder infér och vid extraordinara handelser i
fredstid och beredskap.

- Myndigheten fér samhallsskydd och beredskaps vagledning for risk- och sarbarhetsanalyser,
MSB245

- MSBFS 2015:5 foreskrifter och allménna rad om kommuners risk- och sarbarhetsanalyser

- Tillampbara interna regelverk, policys och beslut

7 METOD

Granskningen har genomforts genom:

Dokumentgranskning, dar bland annat féljande dokument har granskats:
- Reglementen/agardirektiv

- Styrande dokument inom krisberedskap

- Risk- och sarbarhetsanalys (informationsklass under sakerhetsskydd)
- Reservrutiner

Intervjuer har genomforts med:
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- tjanstepersoner ansvariga for kommunens/bolagens 6vergripande arbete med krisberedskap,
kontinuitetsplanering och informations- och it-sdkerhet.

- ledande tjanstepersoner och fortroendevalda inom berérda néamnder/styrelser och
forvaltningar/bolag.

Granskningen omfattade dven att granska dokumenterade kontinuitetsplaner och hur kritiska

beroenden till informationssystem bedomts.

De beddmningar som avlamnas i granskningen har utgatt ifran féljande bedémningsnivaer.
Nej Endast delvis | allt vasentligt Ja

o ‘

Rapporten samtliga medverkande har delgetts mojlighet att faktakontrollera rapporten.
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8 RESULTAT AV GRANSKNINGEN

PROCESS FOR RISKBEDOMNING OCH KONTINUITETSHANTERING

Av reglemente* framgar att kommunstyrelsen har ett évergripande ansvar for interna
sakerhetsfragor i kommunen och ska for varje mandatperiod ta fram forslag pa plan fér hur
kommunen ska hantera extraordinira hdndelser. | namndernas reglemente® finns reglering om att
de ska folja det som fullmé&ktige beslutat, i 6vrigt sa saknas uppgift om ansvar i
krisberedskapsarbetet i reglementena.

Kommunfullmaktige har beslutat om Program fér krisberedskap®. Enligt programmet har sdkerhets-
och beredskapsenheten sedan 2022 ansvar for krisberedskapsarbetet. Sdkerhets- och
beredskapschefen leder arbetet och har en samordnande roll inom omradet. Till stéd finns dven en
beredskapshandlaggare.

| programmet beskrivs 6vergripande styrning av krisberedskap under programperioden. Det framgar
att ansvaret vid en o6nskad handelse eller hot om odnskad handelse i forsta hand ligger hos den
organisation som drabbats eller de verksamheter som &r inblandade. Ansvaret innebar saval
forebyggande arbete for behandling av risk eller sarbarhet som hantering av en intraffad oonskad
handelse. Programmet avser kommunens verksamhet, bolag och kommunalférbund.

Kommunen har enligt intervjuade identifierat behov av en tydligare krisledningsorganisation. Det har
darfor genomforts ett arbete som avser upprattande av en krisorganisation for styrning och ledning i
handelse av en kris. Intervjuade informerar om att det har skett organisationsférandringar’ internt
inom kommunen vilket féranlett ett omtag med krisorganisationen. Den nya krisorganisationen
vantas bli antagen av ledningsgruppen under maj 2025.

Vi har inom ramen fér granskningen tagit del av kommunens risk-och sarbarhetsanalys 2023-2026%
(en 6ppen version som inte innehaller sekretessbelagda delar). | dokumentet anges vilka
samhallsviktiga ataganden som finns inom olika verksamhetsomraden inom kommunen. Listan ar
inte fullstdndig utan avser mest tidskritiska ataganden. Fullstédndig tabell gar att finna i RSA-rapport
fran 2019-2022°. Av sammanstallningen noterar vi att granskade verksamhetsomraden inom
kommunen finns med pa listan. Dock inte de bolag som ingar i den har granskningen, detta mot
bakgrund av att de inte har beddmts bedriva samhallsviktig verksamhet.

| Svedala kommuns informationssikerhetspolicy’ finns anvisningar fér kontinuitets- och
avbrottsplanering. Det framgar att det ar verksamhetsansvarig chef som ansvarar for att de finns en
dokumenterad kontinuitetsplan for kritiska och/eller samhéllsviktiga verksamheter (Gtagande) samt
verksamheter vars stédjande system/e-tjansters krav pa tillgdnglighet klassificerats som Mycket
viktig eller Kritisk. Darutover framgar vad kontinuitetsplanerna ska innehalla. Vi informeras om att
en ny policy ska antas av fullmaktige i maj 2025.

Den bild som ges ar att de 6vergripande ramarna for kontinuitetsarbetet inte ar etablerat.
Intervjuade anger att det finns en viss otydlighet av vad som forvdntas av dem utifran den nya RSA

4 Reglemente for kommunstyrelsen i Svedala kommun, senast revidera av fullmaktige 2023-10-25

5 Reglemente for tekniska ndmnden, senast reviderat av fullmaktige 2024-10-23. Reglemente for socialnamnden, senast
reviderad av fullmaktige 2023-11-23. Reglemente for utbildningsndmnden, antagen 2022-12-07.

6 Upprattad av sdkerhets- och beredskapschef, 2022-11-08.

7 Tidigare var det chef for raddningstjansten som innehade funktionen sdkerhetssamordnare. Numer finns denna funktion i
kommunens organisation inom kommunledningskontoret.

8 Risk- och sarbarhetsanalys for Svedala kommun, 2023-2026. Genomférdes av en extern leverantor och fardigstalldes 17
juni 2023.

9 Risk- och sarbarhetsanalys for Svedala kommun, 2019-2022. Antagen av kommunstyrelsen 2019-12-16.

10 Antagen av kommunstyrelsen 2016-05-23 och géller fran 2016-06-01. Vi har i granskningen tagit del av en ny version av
informationssdkerhetspolicy som avses antas av fullméaktige i maj 2025.
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samt program for krisberedskap. Uppfattningen ar att det saknas ett koncerngemensamt arbetssatt
och processer for arbetet med kontinuitetsplaner och reservrutiner. Flera anger att de 6nskar ett
narmare stod och vagledning fran centrala funktioner sa att krav och mal kan uppnas.

Kontinuitetsplaner och kritiska beroende till informationssystem

| RSA 2023 beskrivs att krisberedskapen behover starkas inom de verksamheter som skulle bli mest
drabbad om nagon risk skulle realiseras, framst de samhallsviktiga verksamheterna som identifierats
i analysen. Det har dven identifierats ett behov av att 6ka reservkraftsformagan som en del i att
sakerstalla driften i samhallsviktig verksamhet.

Vi har i intervjuer informerats om att det saknas upprattade kontinuitetsplaner inom samtliga
verksamhetsomraden som granskningen omfattar. Det pagar ett arbete inom verksamhetsomrade
vard och omsorg, dar verksamheten tagit hjalp av en extern konsult for att uppratta
kontinuitetsplaner. Vid tidpunkten for granskningen kvarstar att ta fram kontinuitetsplan for avbrott
i it-miljon, vilket innebér att vi inte har kunnat tagit del av nagot utkast till plan som omfattar
granskningsomradet.

Inom serviceenheten (verksamhetsomrade miljo och teknik) har det paborjats ett scenariobaserat
arbete som inkluderar framtagande av rutiner och riktlinjer for hur enheten ska agera utifran olika
scenarion. Arbetet sker tillsammans med kommunens beredskapssamordnare. | arbetet inkluderas
dven kockar och koksmastare dar de ombeds att teoretiskt planera for matférsorjning utifran dessa
scenarion. Enheten har dven som ambition att genomféra 6vningar pa arlig basis, dar senaste
ovningen syftade till att sdkerstélla matférsorjning vid elavbrott.

Vi informeras darutover om att det i kommunen har genomforts ett arbete dar verksamheterna har
identifierat vilka system som ar de mest prioriterade vid en situation som kraver
atergangsprioritering. En sammanstallning per verksamhet kommer att 6éverlamnas till kommunens
it-avdelning, som i nadsta steg har i uppdrag att uppratta en kommundévergripande
prioriteringsordning. Bolagen har inte ingatt i detta arbete.

Ovning

| intervjuer informeras vi om att det inte har genomforts nagon kommun- eller koncernévergripande
ovning med fokus pa it-avbrott.

Som tidigare namnts har serviceenheten genomfort en évning som syftade till att sakerstalla
matforsorjning vid ett eventuellt elavbrott.

Beddémning

Var bedémning ar att det inte finns dokumenterade kontinuitetsplaner eller motsvarande underlag
inom kommunstyrelsen, namnderna eller bolagen.

Vi har i granskningen tagit del av de dokument som reglerar arbetet med kontinuitetsplanering. Dock
ar var bedémning att det saknas etablerade metoder och arbetsséatt for hur arbetet med
kontinuitetsplaner ska genomforas. Vi kan se att det inom vissa verksamhetsomraden pagar ett
aktivt arbete med kontinuitetsplanering, men att det gors med variation dar verksamheterna har
kommit olika langt. Vi bedomer att detta kan bero pa att det saknas ett enhetligt arbetssatt.

Vi bedomer att det saknas en systematik och tillracklig samordning som framjar likriktning i arbetet.
Vi bedémer att kommunstyrelsen utifran sitt 6vergripande ansvar for interna sakerhetsfragor
behover kravstélla nivaer och genomférande av kontinuitetsplanering pa ett tydligare satt.
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Darutover bor berérda namnder dven tillse att de samhallsviktiga verksamheterna prioriterar
arbetet med kontinuitetsplanering. Att arbetet bedrivs utifran en gemensam planering ar en
avgorande faktor for att en fungerande samverkan ska finnas, exempelvis avseende kritiska
beroenden 6ver verksamhetsgranserna bade inom kommunen samt gentemot bolagen.

Da bolagen saknar krav pa kontinuitetshantering mot bakgrund av att de inte bedriver samhallsviktig
verksamhet, ar var bedémning att bolagen bor gora en riskbedomning och analys avseende vilket
behov av kontinuitetsplanering som de ar i behov av. Detta da it-sdkerhetshandelser med stérningar
eller avbrott som foljd riskerar att fa en stor paverkan pa bolagens verksamhet.

Da en ny policy vantas antas ar det av vikt att det upprattas riktlinjer som konkretiserar policyn och
som kan utgora vagledning for namnder och verksamhetsomraden i informationssidkerhetsarbetet.
Bland annat avseende krav pa kontinuitetsplanering for system som nyttjas inom samhallsviktig
verksamhet.

Var bedémning ar att 6vningar inte har genomforts i syfte att sakerstéalla att kontinuitetsplaneringen
for it-avbrott ar tillracklig.

Ovning &r av vikt for att sakerstalla en tillrdcklig kontinuitetsplanering for it-avbrott. MSB
understryker i sin nationella strategi for systematisk évningsverksamhet!! att just évning ar
avgorande for en kommuns formaga att hantera en krissituation. Det ar ett viktigt verktyg for
kommunen i syfte att férbereda ledning och medarbetare for hur de ska agera vid en skarp
hédndelse. Vi bedomer att kommunstyrelsen behover tillse att 6vning genomfors och att samtliga
verksamheter och bolag inkluderas.

8.2 REDUNDANS OCH RESERVRUTINER

8.2.1 Analys och bedémningar av skyddsbehov och krav pa tillganglighet fér verksamhetskritiska
informationssystem

| informationssdkerhetspolicyn framgar att avbrott-/aterstallningsplan ska redovisa prioriterade
atgarder och aktiviteter vid oplanerade driftavbrott i prioriterade system/e-tjanster. Planen ska tas
fram for system-/e-tjanster vars krav pa tillganglighet klassificerats som Viktig, Mycket viktig och
Kritisk. Vi kan genom granskningen konstatera att dessa typer av planer saknas i de verksamheter
som granskningen omfattar.

Vidare framgar av policyn att ansvaret mellan dgaren till systemet och driftleverantéren ska framga i
Servicenivaavtal (SLA). Enligt intervjuade sa saknas upprattade SLA mellan verksamheterna och it-
avdelningen som omfattar kravstallning om atgarder for prioriterade system. Kommunens it-
avdelning har beredskap som stracker sig utanfor kontorstid, dar det finns en informell struktur for
vilka som far nyttja it-jouren. Intervjuade uppfattar att beredskapen framst avser verksamhet som ar
kritisk eller samhallsviktig.

Gentemot externa leverantorer ser det olika ut mellan verksamheterna, men bilden vi far ar att det
inte har kravstallts nagra sarskilda sdkerhetsatgarder utifran analys och riskbedémning av eventuella
behov for prioriterade system.

Vi informeras om att kommunens it-avdelning utifran omvarldsbevakning, vedertagen praxis samt
tidigare intraffade handelser har vidtagit atgarder for att starka kommunens redundans samt
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maojlighet att kunna aterskapa information genom backup. Atgarderna saknar dock grund i
genomfoérda analyser och riskbeddmning av verksamheterna for de prioriterade systemen.

Angaende reservkraft har kommunen tillgang till sdadan som kan forflyttas till berért omrade. Dock
uppges i RSA att tillgangen ar begrdnsad och intervjupersoner uppger att det finns behov av att
kartlagga den reservkraft som finns. Det uppges aven finnas behov av att starka samverkansarbetet
over verksamhetsomradena for att sdkerstalla att prioriteringen vid hdandelse kan goras effektivt och
till de mest kritiska punkterna.

Reservrutiner

En del i att sdkerstélla verksamhetens kontinuitet utgors av planering for att uppratthalla
verksamheten vid ett it-avbrott. Detta kan ske exempelvis genom manuella instruktioner eller
rutiner fér medarbetare vid bortfall av kritiska system eller funktioner i system eller genom olika satt
tekniska reservatgarder i verksamheten.

Var dokumentationsgenomgang visar att det inom verksamhetsomrade vard och omsorg samt miljo
och teknik finns till viss del dokumenterade reservrutiner. Rutinerna har inte testats, vilket innebar
att verksamheterna saknar kunskap om rutinerna ar tillrackliga for att kunna sidkerstalla drift av
verksamheten vid ett eventuellt it-avbrott.

Vi har fran miljo och teknik dven tagit del av en krisledningsplan, som ska utgéra st6d vid kris som
paverkar verksamheten i den utstrackning att anpassningar behover géras i ledning- och
motesstruktur. Darutéver har vi for ssmma omrade delgetts planering fér minsta bemanning vid
exempelvis semester eller personalbortfall for omradena serviceenheten, stab, strategisk
planeringsenhet, enheten fér gata/park samt projektenheten.

Dartill har vi i faktakontrollen informerats om att det pa samtliga skolor och férskolor finns manuella
arbetssatt for att kunna bedriva viss skolverksamhet, dock har inget underlag bifogats uppgifterna.

Av verksamhetsomrade utbildning av vi mottagit ett organisationsschema for krigsberedskap samt
personalhantering vid nedstangning av verksamheter.

Vi informeras om att bolagen konstaterat att tillgdangligheten till nybyggda lokaler och fastigheter
kan foérsvaras vid ett eventuellt it-avbrott och att det darfor finns behov av att sakerstalla detta.

Beddémning

Var bedémning ar att atgarder endast delvis har identifierats eller vidtagits fér att ha redundans om
digitala informationssystem och natverk inte ar tillgangliga.

Vi bedomer att det saknas en tillrdacklig analys och bedémning av prioriterade systems eventuella
behov om atgarder samt upprattade SLA for att verksamheterna ska kunna kravstalla i enlighet med
behov.

En betydelsefull kontinuitetsbeframjande atgard ar jourberedskap for it-handelser och formaga att
beddma misstankta eller pagaende incidenter i tidigt skede. Vi anser att kommunens interna it-
beredskap utgér en mojlighet for att kunna uppratthalla kommunens samhallsviktiga verksamhet.
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Mot bakgrund av att strukturen for vilka som far nyttja it-jouren ar informell, ser vi behov av att den
utvarderas i forhallande till behov som de samhéllsviktiga verksamheterna identifierar i arbetet med
riskhantering och kontinuitetsplanering.

Var bedomning &r att det endast delvis finns dokumenterade och etablerade reservrutiner i form av
manuella arbetssatt for hur verksamheterna ska fortga utan tillgang till digitala informationssystem
och natverk.

De rutiner vi tagit del av beddémer vi inte vara tillrackliga for att sakerstalla kontinuitet i
verksamheten vid ett eventuellt it-avbrott. Darutéver saknas det dokumenterade rutiner inom vissa
av de verksamhetsomraden som omfattas av granskningen. Vi anser darfor att det finns behov av att
uppratta reservrutiner samt testa dem for att sakerstélla att de fungerar enligt forvantan vid ett it-
avbrott.

UPPFOUNING

Enligt program for krisberedskap sa har den aktor som innehar ett visst ansvar under normala
forhallanden dven detta ansvar vid en odnskad handelse. Detta innebéar att den namnd vars
verksamhet som drabbas av en odnskad handelse ocksa ansvarar for att hantera den.

Av granskningen har det framkommit att det saknas ett systematiskt arbete for uppfoljning av
kontinuitetsplaneringen i kommunen, bade inom namnderna och kommunstyrelsen samt bolagen.
Det anges att samtliga namnder har fatt viss aterrapportering om att det pagar ett arbete inom
verksamheterna som ror krisberedskap, dock sker aterrapportering inte med nagon systematik.

De fortroendevalda som intervjuats inom ramen for granskningen uppger att de inte ser ett behov
av 6kad delaktighet i kontinuitetsplanering da fragan till storsta del ses som en verksamhetsfraga.

Av de internkontrollplaner vi tagit del av for namnder och kommunstyrelsen sa saknas
kontrollmoment med béaring pa omradet. Vi har inte heller tagit del av underlag for ndagon formell
rapportering eller uppféljning som presenterats pa sammantraden for styrelser och namnder.

Beddémning

Var beddmning ar att nuvarande kontinuitetshantering och planer inte har foljts upp av
styrelsen/namnderna/bolagen for att sakerstalla att det finns en andamalsenlig planering.

Vi konstaterar att det i informationssakerhetspolicyn stélls krav pa samtliga verksamheters
kontinuitetsplanering. Vi kan samtidigt konstatera att arbetet pa flera hall inte har genomférts i
tillracklig utstrackning vilket vare sig kommunstyrelsen, namnderna eller bolagen har
uppmarksammat genom intern kontroll eller annan uppféljning.

Som vi bedémt i tidigare avsnitt sa har nuvarande beredskap endast testats i begransad form pa
enhetsniva och utvardering av kontinuitetsplaner och rutiner har inte ingatt for att bedéma att
beredskapen ar tillracklig.

Sammantaget ser vi darfor att uppféljningen ar i behov av att starkas avseende efterlevnad av
styrande dokument samt for att sdkerstalla att kommunkoncernens kontinuitet i kritiska
verksamheter kan uppratthallas pa en tillfredsstadllande niva utan alltfér stora konsekvenser.
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| policyn stalls dven krav pa att den namnd vars verksamhet som drabbas av en o6nskad handelse
ocksa ansvarar for att hantera handelsen. Mot bakgrund av vad granskningen visar konstaterar vi att
det finns behov av att tydliggora i vilken form det ar lampligt att de fortroendevalda ar involverade i
uppféljning och rapportering av kontinuitetsplaneringen i syfte att kunna sadkerstalla ndmndernas
styrning inom omradet.
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9 SAMLAD BEDOMNING OCH REKOMMENDATIONER

Syftet med granskningen har varit att bedéma om styrelser och ndmnder har sakerstallt en tillracklig
planering och samordning for att uppratthalla kontinuitet i verksamheten vid kritiska it-
sakerhetshandelser.

Var samlade bedomning utifran granskningens syfte dr att kommunstyrelsen, nimnderna och
bolagsstyrelserna inte har sdkerstillt en tillrdcklig planering och samordning for att uppréatthalla
kontinuitet i verksamheten vid kritiska it-sdkerhetshandelser.

Utifran resultatet av var granskning rekommenderar vi kommunstyrelsen att:

Sakerstalla tydliga riktlinjer och kravnivaer for kontinuitetsarbete inom kommunkoncernen.

Uppratta och besluta om verksamhetsovergripande kontinuitetsplan eller pa niva for
verksamhet som beddéms lamplig.

Sakerstalla att kritiska beroenden till informationssystem beaktas i den egna verksamhetens
kontinuitetsplanering.

Tillse att 6vningar genomfors i syfte att sdkerstalla att kontinuitetsplaneringen for it-avbrott
ar tillracklig.

Tillse att atgardsplanering genomférs och baseras pa aktuell informationsklassning och
riskbedomning for informationstillgangar som styrelsen ansvarar for.

Utvardera behov av intern jourverksamhet for it-verksamheten i forhallande till de
samhallsviktiga verksamheternas behov.

Faststalla former for hur kontinuitetsplaneringen ska féljas upp for att tillgodose att
verksamheter fungerar tillfredsstédllande om kritiska it-sdkerhetshandelser intraffar.

Folja upp kontinuitetsplaneringen for kritiska it-sékerhetshandelser i de egna
verksamheterna enligt en beslutad kommunovergripande systematik.

Sakerstalla att bolagen inkluderas i det koncerndvergripande arbetet utifran behov.

Utifran resultatet av var granskning rekommenderar vi socialndmnden, tekniska nimnden samt
utbildningsndmnden att:

Uppréatta och besluta om verksamhetsévergripande kontinuitetsplan eller pa niva for
verksamhet som beddéms lamplig.

Sakerstalla att kritiska beroenden till informationssystem beaktas i den egna verksamhetens
kontinuitetsplanering.

Tillse att atgardsplanering genomfdrs och baseras pa informationsklassning och
riskbedomning fér informationstillgangar som ndmnden ansvarar for.

Sakerstalla att SLA etableras med grund i aktuella analyser och riskbedémningar dver
tillganglighetsbehov.

Sakerstalla att reservrutiner i form av manuella arbetssatt upprattas och testas sa att de
fungerar i enlighet med forvantan.

Tillse att 6vningar genomfors i syfte att sdkerstalla att kontinuitetsplaneringen for it-avbrott
ar tillracklig.
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— Faststalla former for hur kontinuitetsplaneringen ska féljas upp for att tillgodose att
verksamheter fungerar tillfredstallande om kritiska it-sakerhetshandelser intraffar

— Etablera en dialog med 6vriga verksamhetsomraden och bolag sa att kritiska beroenden
mellan verksamheter kan omhandertas pa ett samordnat och effektivt satt.

Utifran resultatet av var granskning rekommenderar vi Bostads AB Svedalahem och Svedala
Exploaterings AB att:

— Utifran riskbedomning och analys géra en bedomning 6ver behovet av kontinuitetsplaner.

— Sakerstélla att reservrutiner i form av manuella arbetssatt upprattas och testas sa att de
fungerar i enlighet med forvantan.

— Sakerstélla att bolagen inkluderas i det koncerndvergripande arbetet utifran behov.
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